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Password & Generator History

Bitwarden maintains two distinct histories: one for saved login passwords and another for generated usernames, passwords, and
passphrases. Finding a previous password is helpful when you generate a password but forget to save it or don't finish resetting a password.

Password history

Bitwarden stores the last five saved passwords for each login item, including deleted items before they're permanently removed. When you edit
a hidden custom field, its previous value is also saved in the password history and counts as one of the five saved entries. Logging out or
switching Bitwarden clients doesn't impact or clear the password history.

/\ Warning

En cliquant sur le nombre, les valeurs historiques du mot de passe seront immédiatement exposées en texte brut.

To review an item's password history:

=Web app

Open the item and select Password history:
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View Login X

@ Aws

[ No folder

Login credentials

Username

dev_daisy i

Password

LERL LR LR LR LYY .@ @
Item history

Last edited: Oct 16, 2025, 11:14:20 AM
Created: Oct 16, 2025, 11:13:28 AM
Password updated: Oct 16, 2025, 11:13:54 AM

Password history

=Mobile app

Open the item and select Password history near the bottom of the window:

-

Afficher I'historique des mots de passe
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Close View login

@ AwS W
(3 No Folder

LOGIN CREDENTIALS

Username

dev_daisy L

Password

Check password for data breaches

Created: Oct 16, 2025, 1113 AM
Last edited: Oct 16, 2025, 11:14 AM

© 2025 Bitwarden Inc | Page 4 of 9
™ _ _ _____ bV _ _a - h_a_ . AN _a A MA/AAE A1 45 A KA



AST Upaatea: UCT 10, ZYga 11l

an

en source password manager for business

Password history on mobile

=Browser extension

Open the item and select Password history:

< View Login 2

@ Aws

[ No folder

Login credentials

Username

dev_daisy &

Password

LR LR LY LY ] @ Q
Item history

Last edited: Oct 16, 2025, 11:14:20 AM
Created: Oct 16, 2025, 11:13:28 AM
Password updated: Oct 16, 2025, 11:13:54 AM

Password history

Password history on browser

=>Desktop app

Open the item and select Password history near the bottom of the window:
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@& Aws

[ Mo folder

Login credentials

Username
dev_daisy (=
Password

Itemn history

Last edited: Oct 16, 2025, 11:14:20 AM
Created: Oct 16, 2025, 11:13:28 AM
Password updated: Oct 16, 2025, 11:13:54 AM

Password history

Password history on desktop

Generator history

You can also access the generator's recent history. Each client stores its own generated usernames, passwords, and passphrases; generator
history is not synced across Bitwarden clients. Logging out erases that client's specific generator history.

For example, passwords generated in the mobile app only appear in the mobile app's generator history. They don't appear in the web app's
generator history, and logging out of the web app doesn't remove the mobile app's generator history.

/\ Warning

Accessing generator history immediately reveals the previously generated options in plain text.

=>Web app

To access the generator history:
1. Select Tools.
2. Select Generator.

3. Select Generator history:
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<l Send

£ Tools
Generator
Import data
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= Reporis

{33 Settings

=Mobile app

Generator

Secure and trusted open source password manager for business

3

Options

~ Length

®
@

14

Value must be between 5 and 128. Use 14 characters or more to generate a strong password

Include

AZ az 09 [ \@#snrar
~— Minimum numbers ~  ~— Minimum special

& 0

E] Avoeld ambiguous characters

Generator history

Generator history on web

Generated passwords and passphrases are listed in the mobile app’s generator history. Generated usernames are not currently included.

To access the generator history:

1. Tap the C Generator icon.
2. Tap the : Menu icon.

3. Tap Password history.

=Browser extension

To access the generator history:

1. Select Generator.

2. Scroll down and select Generator history:
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Generator = 0

Length
[ 1

Value must be between 8 and 128. Use 14 characters or
more to generate a strong password.

Include

v AZ v/ az v/ 09 |@#S %R

( Minimum numbers — Minimum special —
1 ] (‘I

[ ] Avoid ambiguous characters

Enterprise policy requirements have been applied to your
generator options.

Generator history >

& < @

Vault Generator send Settings
T

Generator history on browser

=Desktop app

To access the generator history, go to View — Generator history from the menu bar.
To delete the client’s generator history, select Clear history below the list:
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Generator history X

Oct 14, 2025, 5:07:539 PM
Oct 14, 2025, 5:07:59 PM
Oct 14, 2025, 5:07:58 PM

Oct 14, 2025, 5:07:53 PM

B & B © ©

Oct 14, 2025, 4:17:32 PM

Clear history

Clear generator history
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